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SUMMARY
Prohibits an operator under the Student Online Personal Information Protection Act (SOPIPA) from sharing information with a post-secondary institution without consent.  
Major Provisions
Prohibits an operator from knowingly sending information to a postsecondary institution for the purpose of facilitating the pupil's admission to that institution, without first obtaining consent.
Expands the definition of "K-12 school purposes" to include the administration of a standardized test for the purpose of either bolstering a student's application for admission to a postsecondary institution, or preparing for that standardized test.
COMMENTS
Existing law, the Student Online Personal Information Protection Act (SOPIPA) establishes privacy protections for students in the California's K-12 public schools. In addition, the California Consumer Privacy Act (CCPA) offers additional privacy protections for consumers of all ages when it comes to the personal data collected by large businesses. Despite these protections, a significant loophole exists when it comes to information collected by non-profit standardized test administrators, such as the College Board. 
Specifically, there is ambiguity related to the entities SOPIPA applies to, with the existing definition being an "operator of an internet website, online service, online application, or mobile application with actual knowledge that the site, service, or application is used primarily for K–12 school purposes and was designed and marketed for K–12 school purposes." Specifically, the author argues that the definition of "primarily used for K-12 purposes" has led to some entities, primarily standardized testing organizations, to determine that the protections that SOPIPA gives to California's students does not apply when it comes to the personal information they are collecting.
According to the Author
There is a clear and concerning lack of protections for California's students when it comes to their data privacy. Advances in technology, including artificial intelligence, have surpassed our state's privacy laws, leaving our students vulnerable to irresponsible uses of their personal data. As technology continues to progress, so should the protections provided to Californians. [This bill] will ensure that every student's data is protected throughout their educational careers.
Arguments in Support
Oakland Privacy, writing in support notes: 
The reason this change is needed in California law is that online businesses are not the only entities that administer standardized tests and collect, retain and sometimes sell student test-taker data. In particular, the College Board, which administers some of the most widely-used standardized tests including the SAT, PSAT and Advanced Placement (AP) tests, all of which are basically essential for many college-bound students, is a nonprofit organization, not a business. 
Earlier this month, the New York Attorney General's Office under AG Leticia James, assessed the nonprofit College Board a $750,000 fine. [The New York Attorney General's Office] (NYAG) found that the nonprofit was soliciting student data not required to administer examinations, including student GPA, area of anticipated study, interest in a religiously affiliated college and family income, and selling that information to over 1,000 clients, primarily institutes of higher education. Moreover, the NYAG investigation also found that the College Board used test sign-up processes to solicit student data for its own marketing services and to gather more information to sell.
Arguments in Opposition
None.
FISCAL COMMENTS
None.
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